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	Reason for change:
	For UE role authorization during discovery, it is currently specified that “If the UE claims its role to the peer UE(s) in DCR and DCA messages, the UE role authorization may be performed by the peer UE against its locally configured information, which can be provisioned by the application. If the UE role is not acceptable, the peer UE shall reject the request directly”. 

For V2X capable UEs, the DCR message is a broadcast message. If Target User Info is included in DCR message (i.e. UE oriented Layer-2 link establishment), the target UE shall reject the DCR in case of UE role authorization failure. But if the Target User Info is not included in DCR message (i.e. V2X Service oriented Layer-2 link establishment), the initiating UE may receive multiple DCA messages from different target UEs but will not receive reject message in failure case, according to TS 24.587.

Also, when there is UE role included by the target UE in DCA message which is not authorized by the initiating UE, the initiating UE is not able to reject DCA according to TS 24.554.

Given the above analysis, mandating the rejection by the peer UE is not appropriate. Therefore, it is proposed to update the requirement on rejection in failure case accordingly.
 

	
	

	Summary of change:
	Updated the sentence “If the UE role is not acceptable, the peer UE shall reject the request directly” to “If the UE role is not acceptable, the peer UE shall discard or reject the request directly”.

	
	

	Consequences if not approved:
	Inapproriate specification by mandating the rejection to DCR/DCA message by the peer UE.
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[bookmark: _Toc145059233][bookmark: _Toc145061225][bookmark: _Toc145059232][bookmark: _Toc145061224]*************** Start of the Change ****************
[bookmark: _Toc145059238][bookmark: _Toc145061230]6.3.3	Procedures of UE role authorization during discovery
According to TS 23.586 [2] clause 5.2, the role of the UE is included in discovery messages for 5G ProSe capable UEs and included in unicast link establishment messages for V2X capable UEs.
For ProSe capable UEs, before claiming its role to the peer UE(s) in the discovery message, the role of the claiming UE shall be authorized by the network. The UE role authorization shall be performed via the SLPKMF through Discovery Key Request/Response messages during the security procedure for Ranging/SL positioning discovery as defined in clause 6.2.3. The authorization information used to check whether the UE is allowed to act the claimed role in a Ranging/SL positioning service is included in UE subscription data as specified in clause 5.8 of TS 23.586 [2]. The SLPKMF shall retrieve subscription information from the UDM for authorizing the role claimed by the UE. Only after successful authorization of the UE's role, the SLPKMF shall then generate and provision discovery security materials to the UE, which indicates the successful authorization of the UE role.
[bookmark: OLE_LINK6]If the UE claims its role to the peer UE(s) in DCR and DCA messages, the UE role authorization may be performed by the peer UE against its locally configured information, which can be provisioned by the application. If the UE role is not acceptable, the peer UE shall discard or reject the request directly.
*************** End of the Change ****************

